
 

PCI Compliance for Retarus’ Services 

First service provider to be certified for both data centers and communication services 

What is PCI DSS? 

The Payment Card Industry Data Security Standard (PCI DSS) was implemented to help businesses 
process card payments securely and is supported by all of the major credit card merchants that are 
members of the PCI Security Standards Council. This international council was initiated by companies 
such as American Express, MasterCard, Discover and Visa in order to implement enhanced security 
standards for protecting cardholder data. There are 12 high-level requirements which have to be met in 
order to receive PCI DSS certification, such as data protection and security, building and maintaining a 
secure network, restricting and monitoring data access, and performing regular audits. 

 

Your benefits: 

Retarus’ messaging services provide maximum protection of your 
electronic communications. Your data is protected against 
unauthorized access for both processing and storage. Bottom line, a PCI 
DSS certification is a proof of what Retarus’ customers have always 
received and relied on: maximum security.  

 

The award of the PCI DSS certificate for both data centers and 
communication services is an official proof of the highest security standards that Retarus provides its 
customers. This certification for both data centers and services is unique, and demonstrates the highest 
level of commitment to security and to provide customers of all sizes with the top tier of data protection 
assurance.     
 

Who it’s for: 

Whether you are a start-up company or an established global player – PCI DSS is essential to any 
business that accepts payment by debit or credit card. Retarus’ PCI DSS-certified messaging services help 
organizations fully comply with PCI DSS requirements when electronically transmitting payment card 
data. Even if you do not handle payment card data, you can still benefit from Retarus’ services, as 
Retarus’ data centers provide maximum security and protection against all unauthorized access.  
 

PCI DSS, a "must" when processing cardholder data:  

All companies that process, save or transmit account or cardholder data, are required to comply with PCI 
DSS guidelines. If they fail to do so, they might be charged a penalty, faced with restrictions, or banned 
from accepting credit cards as a form of payment. Sensitive data on payment cards include the main 
account number, the cardholder’s name, CVV number and authentication data.  Independent experts 
regularly audit Retarus, and other certified providers, to ensure that they continue to comply with the 
PCI DSS requirements.  
 

About Retarus: 

Retarus is a leading global provider of cloud based professional messaging solutions and has been 
developing and offering services for electronic corporate communications since 1992. The company's 
customers encompass large and medium-sized corporations, with service extending to more than 4,700 
worldwide customers in various sectors. Customers such as Allianz, Bayer, Honda, Sony and Adidas rely 
on Retarus messaging services to exchange mission-critical business documents. Retarus and its affiliates 
employ more than 300 dedicated professionals worldwide. Each of its employees makes Retarus' core 
service values - customer focus, innovation, high quality and transparency - their mission.  

messaging services since 1992 


